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A Legal Toolkit for Fair 
and Competitive Digital 
Markets in India

Abstract
Ensuring contestability and fairness in India’s digital market—one of the world’s most 
prominent—is critical to ensuring consumer welfare. This paper outlines a legal and 
regulatory framework that can ensure contestability and fairness in the Indian digital 
market.  The paper identifies the following elements of this toolkit: (i) competition law; 
(ii) ex-ante regulation for digital gatekeepers; (iii) laws for increased transparency in 
Platform to Business (P2B) transactions; (iv) law on personal data protection; and (v) 
laws on governing access and sharing of data. The paper makes a case for the adoption 
of these laws in India, and provides a critique of those laws that have either been 
adopted or are in the process.

Vikas Kathuria
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With a population of 1381.59 million—1 mostly young, and 
with expanding purchasing power—India is one of the 
most lucrative markets in the world. It is the second largest 
market for mobile phones,2 and the government is making 
efforts to develop the market through proactive policies 

such as ‘Digital India’.3 Table 1 summarises the magnitude of India’s digital 
markets. 

Table 1:
India’s Digital Markets: Key Measures

Parameters Status Comments
Internet  users 560 million, with Internet 

penetration of 50%.
Second-highest after 
China

Smartphone users 760.53 million in 2021, 
with a penetration of 
46.4%.

One of the highest in the 
world.

E-commerce users 548 million, with a 
penetration of 40%.

Expected to grow by 61% 
to 885 million users by 
2024.

Social Media users 350 million users, with a 
penetration of 23.4%

Second-highest after 
China.

Source: Author’s own, based on various sources.

The restrictions in mobility—imposed by the government as a response to 
COVID-19—have only further accelerated the growth of India’s digital market.4 
In this context, India requires a legal and regulatory framework that can shape 
and support the growth of its digital economy by ensuring that these markets 
remain free and fair and thereby work for the benefit of consumers. In such 
an environment, not only do prices remain low, but market players are able to 
compete on innovation. Indeed, the digital and economic features of data markets 
make them prone to concentration and ‘tipping’.a,5 Additionally, consumer trust 
is fundamental to the sustainability of any market. The importance of user trust 

a 	 ‘Tipping’ refers to the phenomenon when due to network effects a market makes a choice in favour of a 
particular player once it has gained a critical mass. This is the reason why network industries are usually 
concentrated with a dominant player at the core. See: https://www.cs.cornell.edu/home/kleinber/
networks-book/networks-book-ch17.pdf
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in data markets is all the more amplified, as user data—which comprises sensitive 
personal information—is a key determinant of competition and innovation. 

This paper outlines the laws that can together ensure that Indian digital markets 
are strong by ensuring fairness and contestability. In the following sections, the 
paper provides a brief discussion of five such laws and regulations that together 
form a legal and regulatory framework to foster a strong Indian digital market 
by ensuring the twin objective of contestability and fairness.6 These laws are: 
(i) competition law; (ii) ex-ante regulation for digital gatekeepers; (iii) laws for 
increased transparency in Platform to Business (P2B) transactions; (iv) law on 
personal data protection; and (v) laws on governing access and sharing of data. 
Some of these laws are already in force, others are under discussion, and still 
others have fallen off the policy radar. 

While discussing each law, the paper also provides international precedents in 
the respective areas. Most of these laws have originated in the European Union 
(EU), as it is considered the vanguard of ensuring contestable and fair digital 
markets through appropriate legal solutions. Taking these laws as a starting 
point, and drawing lessons from their implementation in those countries, India 
should strive for contextualisation against its peculiar socio-economic backdrop. 

To make the toolkit workable, this paper discusses the laws that have a more direct 
bearing on competitiveness and fairness in the digital economy. Consequently, 
laws related to intermediary liability7 and cybersecurity8 are not part of this 
toolkit. Further, as this research is predominantly exploratory in nature,  it does 
not offer an in-depth critique. Each law or regulation forming part of this toolkit 
merits a separate critique which can be undertaken in future  analytical research 
work. 
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1. Competition Law

Purpose: To protect and promote competition in digital markets

Status: In force

Theories of mainstream economics propound that markets work best when they 
are deregulated and players freely compete with one other. This system of rivalry 
ensures that prices remain low and players bring innovation to the market. Many 
times, however, a market may be subjected to certain behaviours that may stifle 
competition: players can enter into agreements to stop competing against each 
other; or a dominant player can exclude other rivals to reap supranormal profits. 
Alternatively, mergers between rivals or other players can alter the structure of 
the market in a way that dampens competition. Competition laws are aimed at 
ensuring that markets stay contestable and work for the benefit of consumers.9 

The history of competition laws in India can be traced to 1969 with the 
enactment of the Monopolies and Restrictive Trade Practices (MRTP)  Act. A 
couple of decades later, changes brought about by liberalisation in the 1990s 
necessitated a new legislation, and India enacted the new Competition Act 
in 2002.10 A new regulator, the Competition Commission of India (CCI) was 
established on 14 October 2003, but it would only become functional on 20 May 
2009.11

While competition law has a prominent role to play in all markets, it is an 
imperative in digital markets that are growing in size and significance. Indeed, 
tech giants like Facebook,12 Google,13 Amazon,14 and Apple15 are already facing 
the power of such laws in the EU, as they stand accused of adversely affecting 
competition. Some of them are also tackling antitrust cases in the US.16 

In India, Big Tech firms have faced antitrust scrutiny as well. These investigations 
are carried out by the CCI, whose actions in digital markets cover online search 
engines, Online Travel Agents (OTAs),17 social media platforms,18 and e-commerce 
firms.19 The CCI, for example, has pursued multiple cases against Google. In 
2018, Google was fined  € 20.42 million for “abusing its dominant position” by 
preferring its own services over that of the competitors in Google search.20 In 
2019, the CCI ordered an investigation against Google for abusing its dominant 
position in the licensable Operating System (OS) market by forcing smartphone 
manufacturers/ Original Equipment Manufacturers (OEMs) to exclusively 
preinstall Google Mobile Suit (GMS) and bundle the various Google services.21 
In another complaint against Google, the CCI ordered an investigation in 
November 2020, for abusing its dominant position in the Play Store and Android 
Operating System (OS), by favouring Google Pay over other competing apps.22 
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Reckoning with the significance of these markets, the CCI in January 2020 
released the Market Study on E-Commerce that flagged specific conducts 
that affect the interest of consumers.23 Additionally, the CCI is undertaking a 
market study on mergers and acquisitions in the digital sector to identify such 
transactions that have the potential of inhibiting future competition in the digital 
space.24

Comment: In a span of 11 years, the CCI has developed the capacity to deal with 
complex cases. However, with respect to digital markets, the CCI understands 
that these are unique and require “immediate enforcement attention” owing 
to their economic features and a delay will cause irrevocable harm.25 Thus, the 
CCI realises the limitations that the competition law framework faces in these 
markets.

2. Ex-ante regulation for digital gatekeepers

Purpose: To complement competition law in protecting and 
promoting competition in digital markets

Status: Absent

Competition law in itself is not enough to ensure that digital markets remain 
contestable. Owing to the technical and economic features of these markets, by 
the time a player is subjected to competition law scrutiny, the market has already 
suffered possibly irreparable harm.26 Economies of scale including network 
effects, economies of scope, high entry barriers, lock-in effect, and often, 
users’ status quo bias—all make it difficult to protect competition. Moreover, 
traditional remedies have limited efficacy in correcting the market failure in 
digital markets,27 and therefore some form of ex-ante regulation is needed.28

The CCI seems to favour this solution. In a US-India Business Council virtual 
roundtable held in July 2020, CCI Chairperson Ashok Kumar Gupta observed:

These problems are not attributable to the conduct of any one company and are reflected 
in phenomena such as: (i) excessive concentration in a sector; (ii) high entry barriers; (iii) 
lack of access to data etc. The incentive to engage in anti-competitive conducts partly arises 
as the platforms are the ones who determine the rules according to which users, including 
consumers, business users and providers of complementary services, interact on it. Thus, in 
digital markets certain business restrictions may be needed to preserve, protect and facilitate 
competition and to ensure that platform rules do not impede competition without objective 
justification.29
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The European Commission has come up with a proposal for a Digital Markets 
Act (DMA),30 which intends to ensure contestable and fair digital markets 
through a set of ex-ante regulations for digital gatekeepers. Under the Act, a 
firm will be designated as ‘gatekeeper’ if it satisfies the following cumulative 
criteria: it has a strong economic position, a significant impact on the internal 
market, and is active in multiple EU countries; it has a strong intermediation 
position, meaning that it links a large user base to a large number of businesses; 
and, it has (or is about to have) an entrenched and durable position in the 
market.

The following are some of the salient obligations with which a gatekeeper will 
have to comply.

•	 A prohibition on combining personal data of users sourced from different 
services provided by a gatekeeper unless the user consents to the same. 
For instance, Google will not be able to combine a user’s data from Google 
search and those from YouTube, unless the user consents to the same.

•	 A prohibition on ‘wide’ price parity clauses—also known as Most Favoured 
Nation (MFN) clauses. This means that online businesses can offer prices 
or conditions through third-party online intermediation services that are 
different from those offered through the online intermediation services of 
the gatekeeper. In the recent past, MFN clauses (both ‘wide’ and ‘narrow’) 
have been a cause of massive legal uncertainty.31

•	 Allow business users (for instance app developers) to independently provide 
services to users that have been acquired through the services provided by 
a gatekeeper (for instance Operating Systems). The CCI has ordered an 
investigation against Google in similar facts.32

•	 Prohibition on bundling core services of a platform.

•	 A prohibition on using non-public data of a business user or end-users. This 
implies that platforms such as Amazon can no longer use the commercially 
sensitive non-public data of manufacturers and users that can give a 
competitive edge to Amazon’s own brands. The European Commission in 
November 2020 sent a Statement of Objections to Amazon on a complaint 
about using business users’ competitive data.33

•	 A prohibition on preferring a gatekeeper’s own services over that of 
competitors. In the past, the dual role of platforms has invited several 
complaints alleging self-preferencing.

•	 Provide effective data portability facility to end-users.
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•	 Prohibition on preventing users from un-installing any pre-installed 
software or app.

While the DMA is at the proposal stage, Germany has moved swiftly and 
has already incorporated ex-ante regulation in its competition law. The 10th 
Amendment to the German Act against Restraints of Competition (Gesetz gegen 
Wettbewerbsbeschränkungen – “GWB”) introduces a new Sec 19 (a) setting out 
regulations for “undertakings with paramount significance for competition 
across markets (UPSCAM)”.34 As per the amendment, the determination of the  
“paramount significance for competition across markets” status will depend on 
the following: a firm’s dominant position on one or more markets; its financial 
strength or its access to other resources; its vertical integration and its activities 
on otherwise related markets; its access to data relevant for competition; and, the 
importance of its activities for third parties’ access to supply and sales markets 
and its related influence on third parties’ business activities.

The UPSCAM status will stay valid for five years. The German competition 
agency (the Bundeskartellamt) will prohibit UPSCAM from the following 
conduct.35

yy 	 If it engages in self-preferencing when providing access to supply and sales 
markets.

yy 	 Exclusive pre-installation of its own offers on devices or to integrate them 
in any other way into the undertaking’s offers.

yy  	If it takes measures that hinder other companies in their business activities 
on procurement or sales markets if the undertaking’s activities are important 
for access to these markets.

yy 	 Directly or indirectly hinder competitors on a market on which the 
undertaking can rapidly expand its position, even without being dominant.

yy 	 If it processes competitively sensitive data collected by the undertaking, to 
create or appreciably raise barriers to market entry or otherwise hinder 
other companies, or to require terms and conditions that permit such 
processing. For instance, if the undertaking makes the use of services 
conditional on users consenting to the processing of data from other services 
of the undertaking; or processes competitively sensitive data received from 
other companies for purposes other than those necessary for the provision 
of its own services to those companies.
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yy 	 If it impedes the interoperability of products or services or the 
interoperability of data.

yy 	 If it provides other companies with insufficient information about the 
scope, quality or success of the service provided or commissioned.

yy 	 If it demands benefits for the treatment of another company’s offers that 
are disproportionate to the reason for the demand.

Comment: Similar steps to create an ex-ante regime for powerful digital firms 
are underway in the United Kingdom (UK), where these regulations have been 
proposed against firms that have acquired the Strategic Market Status (SMS).36 
Most recently, China has adopted regulations for tech firms.37 India, being an 
important digital market, should also move swiftly to ensure that powerful 
digital firms do not stifle competition. 

So far as enforcement is concerned, there can be two models: Either the 
CCI can be mandated to oversee the regulation of digital markets, just as the 
German amendment envisions, or a new dedicated regulator can be created 
for digital markets. The  UK Competition and Market Authority (CMA) has 
opted for the latter model and has proposed the creation of a Digital Markets 
Unit (DMU).38 

To be sure, both models have their pros and cons. The first model may benefit 
from the already gained experience of the antitrust agency and avoid any turf 
wars with the new digital markets regulator. The second, meanwhile, ensures a 
dedicated response to digital markets, which requires nuanced understanding 
of the underlying technology and economics. Moreover, a bifurcated system can 
also keep a check on a regulator’s ‘confirmation bias’ in ex-post proceedings if a 
firm escapes negative decisions in ex-ante proceedings.b

While adopting ex-ante regulation for digital markets, India should endeavour 
to strike a balance between the benefits offered by big platforms in the form 
of network effects, and the potential anti-competitive effects of a platform’s 
practices.39

b	 It is beyond the scope of this paper to suggest the optimal model in the Indian context.
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3. Regulations for Increased Transparency in 
Platform to Business (P2B) transactions

Purpose: To ensure transparency and trust in Platform-to-
Business (P2B) transactions 

Status: Absent 

As platforms have become more ubiquitous, there is a need to establish trust 
between them and the businesses they cater to, not only because of the market 
power they wield, but also the complex nature of the technology involved in 
their operations. Thus, regulation is required that targets the relationship 
between online intermediaries and their business users. The EU P2B regulation 
captures this need in the following recital.

Online intermediation services can be crucial for the commercial success of undertakings 
who use such services to reach consumers. To fully exploit the benefits of the online platform 
economy, it is therefore important that undertakings can trust online intermediation 
services with which they enter into commercial relationships. This is important mainly 
because the growing intermediation of transactions through online intermediation 
services, fuelled by strong data-driven indirect network effects, leads to an increased 
dependence of such business users, particularly micro, small and medium-sized enterprises 
(SMEs), on those services in order for them to reach consumers. Given that increasing 
dependence, the providers of those services often have superior bargaining power, which 
enables them to, in effect, behave unilaterally in a way that can be unfair and that can 
be harmful to the legitimate interests of their businesses users and, indirectly, also of 
consumers in the Union. For instance, they might unilaterally impose on business users’ 
practices which grossly deviate from good commercial conduct, or are contrary to good 
faith and fair dealing. This Regulation addresses such potential frictions in the online 
platform economy.40

The focus of the EU P2B regulations is thus to ensure fairness and transparency 
in these transactions.41 In turn, ensuring trust in a business-to-business 
relationship can indirectly improve consumer trust in the online platform 
economy.42 The EU P2B regulation applies to online intermediation services 
and online search engines. Its prominent mandates are the following.

yy Providers of online intermediation services are asked to ensure that their 
terms and conditions are drafted in plain and intelligible language.
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yy Providers are required to set out the grounds for decisions to suspend or 
terminate or impose any other kind of restriction upon, in whole or in part, 
the provision of their online intermediation services to business users.

yy Providers of online intermediation services shall notify, on a durable 
medium, to the business users concerned about any proposed changes of 
their terms and conditions. A proper notice period of at least 15 days has to 
be given to business users before changes are made.

yy An intermediation service provider is required to give reasons if it restricts 
or suspends its services to a particular business user.

yy A prominent feature of this legislation is that providers of online 
intermediation services are required to set out in their terms and conditions 
the main parameters determining ranking and the reasons for the relative 
importance of those main parameters as opposed to other parameters.43

yy Similarly, providers of online search engines are obligated to set out the 
main parameters, which individually or collectively are most significant 
in determining ranking and the relative importance of those main 
parameters.44

yy Providers of online intermediation services are required to mention any 
differentiated treatment (and the reasons for the same) provided to any 
business users in comparison to goods and services provided by itself or 
any other business user that it controls. 

yy Where online intermediation services restrict the business users to offer the 
same goods and services through other means under different conditions, 
they are required to include the grounds for that restriction in their terms 
and conditions and make those grounds easily available to the public. 
Those grounds shall include the main economic, commercial or legal 
considerations for those restrictions.45 A case in point is app stores, that 
have been accused of not allowing the apps to offer better terms through 
their own websites.46 

This regulation provides for an internal system for handling the complaints 
of business users. In case of disputes, the regulation suggests the course of 
mediation. Business users can also approach judicial bodies to enforce their 
rights under this legislation. 
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Unfair P2B Contract Terms in India

India is the fastest growing market for the e-commerce sector.47 The E-commerce 
market study in India also focused on the business users of e-commerce.48 The 
report noted that in the category of goods and food services, the majority of 
sellers and restaurants raised concerns regarding platform neutrality.49 

The respondents were concerned about a platform preferring its own private 
label and a set of platforms’ “preferred sellers” enjoying preferential treatment 
from the platforms.  The respondents are wary about platforms using sensitive 
business information to outcompete host businesses on their own platform. Such 
commercially sensitive data may pertain to price, sold quantities, or demand.50 
Lack of transparency in search ranking was also one of the concerns, as was 
differential treatment. In particular, sellers and service providers alleged that 
the commercial terms such as commission rates and penalties for the platforms’ 
own/preferred entities were different from what were offered to other sellers and 
service providers.51 Sellers also accused platforms of unilaterally determining 
and revising the terms of engagement.52 Some business users of platforms 
alleged the latter’s interference in their pricing sovereignty as some users such 
as restaurant service providers are forced to offer “deep discounts”.53

Business users in the food service segment alleged that large platforms bundle 
delivery service with listing service. This required the restaurants who wanted 
to list on a platform to also mandatorily register for the platform’s delivery 
services.54 Restaurants also complained that critical customer information is not 
shared by platforms with restaurants, while the same is mined for launching and 
promoting the platforms’ own cloud kitchens.55 

For their part, online travel agencies and online food ordering and delivery 
platforms alleged the use of “wide”56 parity provisions in their contracts with, 
respectively, hotels and restaurants.57 Several antitrust authorities in the EU have 
found “wide” parity clauses anti-competitive.58 Exclusive listing on a particular 
platform was also brought to the notice in the e-commerce market study of 
India. Several platforms which operate as pure marketplaces without having 
their own inventory, were also alleged to be offering discounts over and above 
the price set by the seller or service provider.59 Sellers or service providers were 
apprehensive that platforms use discounts as a discriminatory device.60 

Comment: As mentioned earlier, Indian digital markets have witnessed unfair 
practices by platforms with respect to their business users. In its e-commerce 
report, the CCI was of the view that many concerns cited in the study stemmed 
from information asymmetry, and that by ensuring transparency, such issues 
could be addressed. To this end, the CCI advocates self-regulation by platforms 
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vis-à-vis search ranking; collection, use and sharing of data; user review and rating 
mechanism; revision in contract terms; and discount policy. As it was merely a 
market investigation by the CCI, it could not make binding recommendations 
that have the sanction of law. Considering the high stakes for both the platforms 
and business users (and by implication, the end-users), the government should 
issue binding regulatory norms for platforms, much like the EU’s P2B Regulation.

4.  Laws on Personal Data Protection 

Purpose: To ensure users’ privacy and security, and create trust 
in the digital economy

Status: In Processc

Any information that can lead to the identification of the individual who 
generates such information is ‘personal data’: e.g., names and email addresses, 
location, ethnicity, gender, biometric data, religious beliefs, web cookies, and 
political opinions.61 This data needs protection as identification may compromise 
a user’s  privacy. 

The EU General Data Protection Regulation (GDPR),62 which is the successor 
of the European Data Protection Directive (1995), that calls for “data protection 
by design and by default”, is the gold-standard for ensuring data protection 
in the online environment for many jurisdictions. This Regulation came into 
effect on 25 May 2018. The GDPR comes into play as soon as personal data 
of EU citizens or residents is processed. It imposes heavy fines, which can go 
up to € 20 million or 4 percent of global revenue (whichever is higher), if the 
mandates are not complied with. Also, data subjects can seek compensation for 
damages.63

These are the seven protection and accountability principles that the GDPR 
mandates: lawfulness, fairness and transparency; purpose limitation; data 
minimisation; accuracy; storage limitation; integrity and confidentiality; and 
accountability.64 The GDPR also recognises these as new privacy rights to accord 
individuals more control over their data: the right to be informed, the right 
of access, the right to rectification, the right to erasure, the right to restrict 
processing, the right to data portability, the right to object, rights in relation to 
automated decision making and profiling.65	

c 	 At the time of writing this paper, the Bill is with a Joint Parliamentary Committee (JPC) (comprising of 
members of the Upper House and the Lower House).
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In India, a Committee of Experts led by Justice B.N. Srikrishna was set up in 
July 2017 to look into the issue of data protection. At present, data protection 
in India is governed by the Information Technology Act, 2000. Additionally, 
sectoral laws related to banking, healthcare, and others mandate user privacy. 
The need for adopting a comprehensive framework was articulated after the 
Supreme Court of India recognised privacy as a fundamental right66 that requires 
stronger protection. The Srikrishna Committee issued its report67 and also 
presented the draft Personal Data Protection Bill (PDP), 2018 (revised in 2019). 
The Committee observed that “[d]ata gathering practices are usually opaque, 
mired in complex privacy forms that are unintelligible, thus leading to practices 
that users have little control over.”68 In India, the PDP Bill aims at safeguarding 
the privacy of an individual, which has been recognised by the Supreme Court as 
a fundamental right,69 while ensuring the growth of the digital economy. 

The PDP Bill70 provides for the protection of personal data of individuals, 
creates a framework for processing such personal data, and establishes a Data 
Protection Authority for the purpose.71 Thus, it gives users control over their 
data. The Bill distinguishes personal data from sensitive personal data and critical 
personal data. The latter category of data has been accorded higher protection,72 
and different categories of data have different data localisation requirements.73 
It also sets out grounds for exemption. 

The proposed law covers the processing of personal data by both public 
and private entities. An entity cannot store or process personal data without 
the explicit consent of an individual. Some exceptions have been granted. 
The PDP Bill provides that data can be processed in the following cases: (1) 
consent, (2) legal obligation, (3) medical emergency involving a threat to life or 
severe threat to health, (4) providing medical treatment or health services, (5) 
protecting the safety of individuals during a disaster, (6) employment purposes, 
and (7) “reasonable purposes” as may be specified by regulations. The Bill has 
extraterritorial applicability, meaning it would extend to data fiduciaries or 
data processors not present within the territory of India if they carry out the 
processing of personal data in connection with personal data of individuals in 
India. 

A separate provision covers the protection of personal and sensitive data 
of children.74 Data fiduciaries are required to establish mechanisms for age 
verification and parental consent. The Bill accords the data principal with 
the (a) right to confirmation and access, (b) correction and erasure, (c) data 
portability and (d) right to be forgotten. The Bill also sets out a penalty for non-
compliance.75 
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The PDP Bill also provides for penalties and compensation.76 Failure to take 
prompt and appropriate action in response to a data security breach or failure 
to conduct a data audit is punishable with a fine of INR 5 crore or 2 percent 
of the annual turnover of the fiduciary, whichever is higher. Failure to adhere 
to security safeguards or processing of personal data in violation of the Bill is 
punishable with a fine of INR 15 crore or 4 percent of the annual turnover 
of the fiduciary, whichever is higher.  Re-identification and processing of de-
identified personal data without consent is punishable with imprisonment not 
exceeding three years or with a fine which may extend to INR two lakh, or 
both.77 Any data principal who has suffered harm as a result of any violation of 
any provision under the PDP Bill or the rules or regulations made thereunder, 
by a data fiduciary or a data processor, shall have the right to seek compensation 
from the data fiduciary or the data processor.78

Comment: The draft Bill has attracted criticism on grounds such as the 
exceptions created for the state, the limited checks imposed on state 
surveillance, and deficiencies in the structures and processes of the proposed 
Data Protection Authority.79 Section 35 of the Bill gives enormous powers to the 
Central Government to exempt any agency of the Government in respect of the 
processing of personal data.80 Another criticism is that the PDP Bill will increase 
compliance cost by sub-classification of personal data for the purpose of data 
localisation.81 

5.  Laws on governing Access and Sharing of data

Purpose: To unlock the societal and economic benefits of data 
sharing

Data is an essential resource for economic growth, competitiveness, innovation, 
job creation, and overall societal progress.82 Data is reusable and non-rivalrous 
in many cases. Processing of data in combination with data analytics (software), 
generates information of social and economic value. It can help boost 
productivity and improve or foster new products, processes, organisational 
methods and markets.83 Thus, free-flow in data may give rise to new businesses, 
foster competition, ensure transparency, and growth in artificial intelligence-
driven products/services, resulting in overall welfare.

The Organisation for Economic Cooperation and Development (OECD) 
estimates that data access and sharing can generate social and economic benefits 
worth between 0.1 percent and 1.5 percent of gross domestic product (GDP) in 
the case of public-sector data, and between 1 percent and 2.5 percent of GDP  
when also including private-sector data.84 
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While data-sharing may unlock immense benefits, any policy will have to 
balance these benefits against i) the sensitivity of data and the degree to which 
personal data could be re-identified; ii) the overlapping rights and interests of 
all relevant stakeholders; and iii) contributions of various stakeholders in the 
creation of that data.85 It is also true that in certain cases, data access and sharing 
may reduce the producer surplus of data holders.86

Data-Sharing Framework in the EU

The proposed EU Data Governance Act aims to foster the availability of 
data (both personal and non-personal) for use by increasing trust in data 
intermediaries and by strengthening data-sharing mechanisms across the EU.87 
This instrument is aimed to achieve the following.

1. 	 Making public sector data available for re-use, in situations where such 
data is subject to the rights of others, such as commercial confidentiality, 
intellectual property, or data protection. Thus, it complements the Open 
Data Directive88 (successor of the PSI Directive89), which provides common 
rules for a European market for government-held data (public sector 
information). There is no obligation though for the public sector bodies.

2. 	 Sharing of data among businesses, against remuneration in any form. 

3. 	 Allowing personal data to be used with the help of a ‘personal data-sharing 
intermediary’, designed to help individuals exercise their rights under the 
General Data Protection Regulation (GDPR). 

4. 	 Allowing data use on altruistic grounds.

Recital 35 of this proposed instrument captures the objective and mechanism 
through which this instrument aims at making data-sharing possible. 

There is a strong potential in the use of data made available voluntarily by data subjects 
based on their consent or, where it concerns non-personal data, made available by legal 
persons, for purposes of general interest. Such purposes would include healthcare, combating 
climate change, improving mobility, facilitating the establishment of official statistics or 
improving the provision of public services. Support to scientific research, including for 
example technological development and demonstration, fundamental research, applied 
research and privately funded research, should be considered as well purposes of general 
interest. This Regulation aims at contributing to the emergence of pools of data made 
available on the basis of data altruism that have a sufficient size in order to enable data 
analytics and machine learning, including across borders in the Union.90
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‘Data altruism’ in the context of this instrument means the consent by data 
subjects to process their personal data, or permissions of other data holders to 
allow the use of their non-personal data without seeking a reward, for purposes 
of general interest, such as scientific research purposes or improving public 
services.91

5.1  Non-personal data-sharing in India

Status: In Process

India understands the potential of non-
personal data in ensuring economic 
and societal progress. The Ministry of 
Electronics & Information Technology 
(MeitY) constituted a committee of 
experts in September 2019, under 
the leadership of Kris Gopalakrishnan 
to look at non-personal data-sharing 
framework in India. While constituting 
the Committee, MEITY noted that 
“privately collected digital data could 
be a necessary requirement for policy 
making, governance and public 
service delivery in many areas.”92  The 
Committee submitted its preliminary report in July 202093 and a revised draft 
was submitted on 16 December 2020.94

The Kris Gopalakrishnan committee recommended that in the case of non-
personal data, a particular ‘community’d can exercise its rights on High Value 
Datasets (HVDs).e,95 An inclusive list is provided that mentions purposes for 
which sharing of non-personal data can be mandated as an HVD.

The Committee has recommended a responsibility/obligation for data 
custodians whenever requests are made for defined data-sharing purposes.96 

d	 Defined by the committee as any group of people that are bound by common interests and purposes 
and involved in social and/or economic interactions. It could be a geographic community, a community 
by life, livelihood, economic interactions or other social interests and objectives, and/or an entirely 
virtual community. 

e	 An HVD is a dataset that is beneficial to the community at large and shared as a public good.

Most of these laws 
have originated in the 
EU, as it is considered 

the vanguard of 
ensuring contestable 

and fair digital 
markets.
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The committee declares HVD as a public good which can be shared for the 
benefit of the community or public goods, research and innovation, for policy 
development, and better delivery of public services.97 It appears that not only a 
particular community but the government as well can ask for access to an HVD 
data set on these grounds.98 Additionally, data can be requested for sovereign 
purposes.99 Once again, the committee suggests a non-exhaustive list.

Comment: The Kris Gopalakrishnan Committee understands the economic 
and societal value of non-personal data. The mechanism that it employs, 
however, is by creating a mandatory data-sharing framework for the so-called 
HVD. The committee suggests that “India has rights over data of India, its 
people and organisations”100 and treats this as a guiding principle towards its 
goal of “[establishing] rights of India and its communities over its non-personal 
data.”101

This mandatory data sharing may prove useful in the short run. In the 
long run, however, it may stifle innovation. A long-term approach to data 
sharing should be based on an incentive-based mechanism.  As opposed to the 
mandatory non-personal data sharing recommended in India, the EU Data 
Governance Act proposes building trust to facilitate voluntary data sharing 
based on altruism.

Further, the scope of HVD is broad.102 The Committee provides that a data 
trustee of HVD may levy a nominal charge to the Data Requesters.103 However, 
it is not clear if this ‘nominal charge’ can be the ‘marginal cost’. It also appears 
problematic that the Committee considers an HVD dataset as a public good.104 
Non-rivalry and non-excludability are the two characteristics of a public good. It 
is doubtful that a particular data set always displays these characteristics. 

The committee suggests that when data sharing involves access to private 
companies’ trade secrets or other proprietary information regarding their 
employees, or internal process and productivity data, such non-personal data 
will not be included for sharing.105 This safeguard, however, is not sufficient 
as data collection itself includes investment and, at times, innovation. A 
broad mandate to share such data, therefore, may adversely affect business 
interest. 



19

P
il
la

rs
 o

f 
a 

S
ou

n
d
 

R
eg

u
la

to
ry

 F
ra

m
ew

or
k

5.2 Use of Public Sector Data

Status: In force

The public sector is one of the most data-intensive sectors.106 This data can be 
reused to foster public welfare. For instance, health data with public bodies can 
be put to use by innovative private players in developing new medicines or 
modes of treatment. 

The EU took steps in this direction and allowed for sharing of data held by public 
sector bodies through the 2003 Directive on Re-Use of Public Sector Information 
(PSI Directive).107 The PSI Directive covered written texts, databases, audio files 
and film fragments. It does not apply, however, to the educational, scientific and 
broadcasting sectors. After its 2013 revision, content held by museums, libraries 
and archives also fell within the Directive’s scope of application.108 The PSI 
Directive has since been replaced by ‘Open Data Directive’.109

Aside from the EU, other jurisdictions have instituted a framework for sharing 
public-sector data. In Canada, for instance, to facilitate government data 
sharing, the Open Government Portal was launched in 2014. Similarly, Mexico 
established its Open Data Initiative in 2015.110

In India, the National Data Sharing and Accessibility Policy (NDSAP) was 
introduced in March 2012 to make non-sensitive government data accessible 
online.111 The MeitY, through the National Informatics Centre (NIC) has set up 
the Open Government Data (OGD) Platform India112 to provide open access by 
the proactive release of the data available with various ministries, departments, 
and organisations of the Government of India. In February 2021, the Indian 
Government liberalised the geospatial data and geospatial data services 
including maps, and further allowed sharing of geospatial data produced using 
public funds, except the classified geospatial data collected by security and law 
enforcement agencies, for scientific, economic and developmental purposes to 
all Indian entities and without any restrictions on their use.113

Comment: The OGD platform has datasets that are incomplete and are rarely 
updated.114 Also, some departments have stopped putting their data in the 
public domain.115
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5.3  Business to Government (B2G) Data Sharing

Status: In Process

A reverse form of public sector data sharing is Business to Government (B2G) 
data sharing.116 The private sector has access to data that can prove useful in 
guiding policy decisions or improve public services and thus sharing this data 
can further the public interest.117 For instance, private sector data can lead to 
a more targeted response to epidemics, better urban planning, improved road 
safety and traffic management, as well as better environmental protection, 
market monitoring and consumer protection. The government can get faster 
insights on population movements, prices, inflation, the internet economy, 
energy or traffic.118

As discussed earlier, in the EU, the proposed Data Governance Act aims at 
sharing of business data with the government on altruistic grounds. 

Comment: In India, the NPD framework suggested by the Kris Gopalakrishnan 
committee opts for a mandatory business data sharing. Businesses may be 
mandated to share their data to further public interest or for sovereign 
purposes. A shown above, these exceptions are couched in broad terms and 
could adversely affect business.

India has a National 
Data Sharing and 

Accessibility Policy that 
allows for non-sensitive 
government data to be 
made accessible online.
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Digital markets in India are rapidly growing. In view of the 
importance of these markets, the paper took an exploratory 
study of laws and regulations that can ensure their fairness and 
contestability. These twin objectives, in turn, can ensure consumer 
welfare. The paper analysed the following laws that together set 

out this framework that may act as a toolkit for a fair and contestable digital 
market: (i) competition law, (ii) ex-ante regulation for digital ‘gatekeepers’, (iii) 
laws for increased transparency in Platform to Business (P2B) transactions, (iv) 
law on personal data protection, and (v) laws on governing access and sharing 
of data.

The paper discussed international precedents in the above areas of law and 
regulations, discussed the Indian legal landscape (also regulatory) on each such 
area, and provided a brief critique. As most jurisdictions are still struggling to 
understand the complexities involved in digital markets, there are not many 
international precedents. The EU, however, has moved swiftly to ensure 
accountability and welfare in digital markets.  Thus, the paper discussed the EU 
precedents and explored the Indian legal framework on these laws. While some 
such laws have been adopted in India (e.g. competition law and laws governing 
public sector data access), other areas are under deliberation (e.g. personal data 
protection, personal and non-personal data sharing). Importantly, certain laws 
have escaped the policy debate altogether (e.g. ex-ante regulation for powerful 
digital firms to complement competition law and P2B regulations). The paper 
advocates adoption of this toolkit after a proper contextualisation against the 
socio-economic backdrop of India. 

To be sure, the draft National E-commerce Policy in India addresses issues 
pertaining to consumer protection, data privacy, and maintenance of a level 
playing field in the e-commerce sector.119 The government may also consider 
creating a regulator for e-commerce.120  In view of the importance of the 
growing e-commerce sector such steps are laudable. If, however, the suggested 
framework in this paper is adopted, it will benefit the overall digital markets in 
India.  
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Table 2:
Regulatory Elements: A Snapshot

Law/ 
Regulation

Purpose Status Comments

1.	 Competition 
Law

To protect 
and promote 
competition 
in digital 
markets

Present 1.	 India has faced similar 
challenges that more 
mature jurisdictions 
have face in the digital 
economy.

2.	 CCI acknowledges that 
digital markets are 
unique and require 
swifter intervention. 

2.	 Ex-ante 
regulation 
for digital 
‘gatekeepers’

Complement 
competition 
law in 
protecting 
and 
promoting 
competition 
in digital 
markets

Absent 1.	 Germany has already 
adopted a set of ex ante 
regulation, while the 
EU and even China 
are in the process of 
adoption. India, being 
a crucial digital market, 
cannot stay behind.

3.	 Regulations 
for Increased 
Transparency 
in Business 
to Business 
(B2B) 
transactions

Ensures 
transparency 
and trust in 
Platform-
to-Business 
(P2B) 
transactions

Absent 1.	 In its E-Commerce 
Market Enquiry Report, 
the CCI found several 
unfair practices in 
Platform-to-Business 
(P2B) Conduct.

2.	 Self-regulation 
proposed by the CCI 
may not be suitable 
in view of the market 
power and information 
symmetry in this sector.

3.	 The EU P2B 
Regulations can provide 
guidance.
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4.	 Laws on 
Personal Data 
Protection 

To ensure 
users’ privacy 
and security, 
and create 
trust in 
the digital 
economy

In 
Process

1.	 The draft Data 
Protection Bill, 
2019, proposes wide 
exceptions for the 
Central Government.

2.	 Limited checks have 
been imposed on state 
surveillance.

3.	 The structure of 
the Data Protection 
Authority has also been 
criticized.

4.	 It may also increase 
compliance cost.

5.	 Laws on 
governing 
Access and 
Sharing of 
data.

Unlock the 
societal and 
economic 
benefits of 
data sharing

5.1 Non-personal 
data sharing in 
India

In 
Process

1.	 Instead of creating 
an incentive-based 
(or voluntary) data 
sharing framework, the 
draft NPD Protection 
Bill mandates data 
sharing for community 
and sovereign 
purposes. This may be 
counterproductive in 
the long run.

5.2 Use of Public 
Sector Data

Present 1.	 Some OGD have 
datasets that are 
incomplete and rarely 
updated. 

2.	 Some departments 
have stopped putting 
their data in the public 
domain.
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5.3	Business to 
Government 
(B2G) Data 
Sharing

In 
Process

1.	 Mandating businesses 
to share their data to 
further public interest 
or for sovereign 
purposes, may be 
counterproductive.

(Author’s note: I am grateful to Sabrina Korreck and Arjun Jayakumar for helpful comments on an 
earlier draft of this paper. Thanks are also due to an anonymous reviewer. All errors are my own.)
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